**Pytania na egzamin dyplomowy SDS**

**– zarządzanie bezpieczeństwem podmiotów gospodarczych**

|  |  |
| --- | --- |
| **Lp.** | **Pytania** |
|
| 1. | Proszę wskazać czym jest współczesna organizacja. |
| 2. | Proszę wskazać rodzaje, strukturę, misję i cel organizacji. |
| 3. | Omów cztery podstawowe wzorce zachowań konkurencyjnych (walka konkurencyjna, ograniczanie konkurencji, ignorowanie konkurencji). |
| 4. | Omów zasadnicze etapy konkurencyjności gospodarek narodowych. |
| 5. | Omów uwarunkowania bezpieczeństwa gospodarczego oraz szanse i zagrożenia gospodarki wynikające z globalizacji. |
| 6. | Omów zagrożenia gospodarcze w kontekście zanieczyszczenia środowiska. |
| 7. | Omów rolę i znaczenie wywiadu gospodarczego dla bezpieczeństwa Państwa. |
| 8. | Omów zjawisko wywiadu gospodarczego jako zjawisko o charakterze ponadnarodowym. |
| 9. | Omów środki organizacyjne oraz środki techniczne ochrony informacji niejawnych. |
| 10. | Omów środki ochrony (bezpieczeństwa) na poziomie podstawowym, podwyższonym oraz wysokim. |
| 11. | Zdefiniuj administratora danych wrażliwych, sensytywnych. |
| 12. | Omów zarządzania bezpieczeństwem informacji oraz identyfikowanie potencjalnych zagrożeń dla sytemu informacyjnego. |
| 13. | Zdefiniuj pojęcia tajemnica państwowa i informacje niejawne oznaczone klauzulą, „tajne” „ściśle tajne”. |
| 14. | Zdefiniuj pojęcie tajemnicy służbowej i informacje niejawne oznaczone klauzulą „poufne” i „zastrzeżone”. |
| 15. | Proszę wskazać warunki uznania informacji za tajemnicę przedsiębiorstwa. |
| 16. | Proszę zdefiniować rozumienie tajemnicy przedsiębiorstwa.  |
| 17. | Systemy teleinformatyczne w Polsce ich funkcjonowanie oraz znaczenie. |
| 18. | Omów monitoring stanu bezpieczeństwa sieci teleinformatycznej państwa. |
| 19. | Pojęcie ryzyka i zarządzania ryzykiem. |
| 20. | Omów uprawnienia Agencji Bezpieczeństwa Wewnętrznego jako instytucji kontrolnej na gruncie ustawy o ochronie informacji niejawnych. |
| 21. | Omów kontrolę stanu zabezpieczenia informacji niejawnych oraz wymagania wobec funkcjonariusza kontrolującego. |
| 22. | Charakterystyka środków bezpieczeństwa fizycznego. |
| 21. | Formy działania i zakres uprawnień służb ochrony państwa w zakresie ochrony informacji niejawnych. |
| 23. | Omów zarządzanie bezpieczeństwem informacyjnym w odniesieniu do użytkowników systemu: nadawców, odbiorców informacji, źródeł informacji oraz kanałów przekazu. |
| 24. | Omów zasady i procedury organizacji ochrony informacji niejawnych. |
| 25. | Omów organizację systemu ochrony informacji niejawnych. |
| 26. | Omów zadania pełnomocnika ochrony informacji niejawnych realizowane przy pomocy Pionu Ochrony Informacji. |
| 27. | Proszę omówić postępowania sprawdzające przy dopuszczeniu do pracy z informacją niejawną. |
| 28. | Omów wywiadowcze zapotrzebowanie na informacje w biznesie. |
| 29. | Omów ochronę i osłonę kontrwywiadowczą państwa. |
| 30. | Omów audyt bezpieczeństwa obiektów kumulujących niejawne aktywa (informacje). |